
	

	

JOB APPLICANT PRIVACY NOTICE 
 
As part of any recruitment process, WCRF collects and processes personal data relating to job applicants. WCRF is 
committed to being transparent about how it collects and uses that data and to meeting its data protection 
obligations. WCRF collects a range of data about you which will include: 
 

• Your name and contact details (including email address and telephone numbers); 
• Details of your skills, qualifications, experience and employment history; 
• Details regarding your current levels of remuneration and any work benefits entitlements 
• Whether or not you have a disability for which the organisation needs to make reasonable adjustments 

during the recruitment process 
• Information regarding your right to work in the UK and 
• Equal opportunities monitoring information, including information about your ethnic origin, sexual 

orientation, health and religion or belief 
 
This information will be collected from your CV and/or cover letter on application to us, plus from your examination 
certificates, passport, driving licence or other identity documents provided. We may also collect personal data about 
you from third parties, such as references obtained from former employers, background checks or criminal records 
checks as applicable. 
 
HOW WE HANDLE THE DATA THAT IS SUBMITTED BY YOU 
This data will be stored in an electronic format (including email) on our internal IT systems and also on paper within 
our HR Department. Your information may be shared internally for recruitment purposes with our recruiting 
managers, HR and IT team strictly for decision making purposes. We do not share your data with any third parties. 
 
WHY WE PROCESS PERSONAL DATA 
We need to process your data to take the necessary steps prior to entering into any contract with you. We may also 
need to process your data if we agree to enter into a contract with you.  We have a legitimate interest in processing 
your data during the recruitment process to ensure that we make and keep records of the process. These records 
allow us to manage the process effectively, assess a candidate’s suitability for employment and decide whom to offer 
the roles to. We may also, from time to time, need to process data from job applicants to respond to and defend 
against legal claims. 
 
DISCLOSURE OF YOUR INFORMATION 
WCRF may transfer your data outside of the European Economic Area. However, your data will be protected as well 
as it would be in the EEA. Internally we will protect your data through internal controls and policies to ensure that 
your data is not lost, accidentally destroyed, misused, and is not accessed by our employees except in the proper 
performance of their duties. 
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DATA RETENTION 
We will retain your personal data for a period of 6 months after we have communicated to you our decision about 
whether to appoint you to the role. We retain the information for that period so that we can show, in the event of a 
legal claim that we have not discriminated against candidates on prohibited grounds that we have conducted the 
recruitment process in a fair and transparent way. After this period, we will securely destroy your personal data in 
accordance with the applicable laws and regulations 
 
If your application is unsuccessful, we may keep your personal data on file for any suitable employment 
opportunities. We will seek your consent before we do so and you are free to withdraw your consent at any time by 
notifying us in writing. 
 
WHAT IF YOU DO NOT PROVIDE PERSONAL DATA 
You are under no statutory or contractual obligation to provide your data to us. If you elect not to do so however, we 
will not be able to process your application properly, if at all. 
 
AUTOMATED DECISION-MAKING 
Our recruitment process is not based on automated decision making and as such you will not be subject to decisions 
that will have a significant impact on you based solely on automated decision-making.  
 
DATA PROTECTION LEGISLATION (YOUR RIGHTS) 
As a data subject, you have a number of rights including: 

• Access to your data on request 
• Require us to stop processing your data on demand 
• Requires us to delete your data on demand  
• To change any incorrect or incomplete data we hold on you 
• Request the transfer of your personal data to another party 

 
If you would like to exercise any of these rights or have any queries with the privacy notice, please contact: The HR 
Director, WCRF, 140 Pentonville Road, London N1 9FW. 
 
 
 


